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San Jose, CA

(Address of Principal Executive Offices)
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Securities registered pursuant to Section 12(b) of the Act:

Title of Each Class Name of Each Exchange on Which Registered
Common Stock, $.01 par value New York Stock Exchange

Securities registered pursuant to Section 12(g) of the Act:

None.

Indicate by check mark if the registrant is a well-known seasoned issuer, as defined in Rule 405 of the Securities Act.    Yes  þ    No  ¨

Indicate by check mark if the registrant is not required to file reports pursuant to Section 13 or Section 15(d) of the Act.    Yes  ¨    No  þ

Indicate by check mark whether the registrant (1) has filed all reports required to be filed by Section 13 or 15(d) of the Securities Exchange Act
of 1934 during the preceding 12 months (or for such shorter period that the registrant was required to file such reports), and (2) has been subject
to such filing requirements for the past 90 days.    Yes  þ    No  ¨

Indicate by check mark whether the registrant has submitted electronically and posted on its corporate Web site, if any, every Interactive Data
File required to be submitted and posted pursuant to Rule 405 of Regulation S-T (§232.405 of this chapter) during the preceding 12 months (or
for such shorter period that the registrant was required to submit and post such files).    Yes  ¨    No  ¨

Indicate by check mark if disclosure of delinquent filers pursuant to Item 405 of Regulation S-K is not contained herein, and will not be
contained, to the best of registrant�s knowledge, in definitive proxy or information statements incorporated by reference in Part III of this
Form 10-K, or any amendment to this Form 10-K.  þ

Indicate by check mark whether the registrant is a large accelerated filer, an accelerated filer, a non-accelerated filer, or a smaller reporting
company. See the definitions of �large accelerated filer,� �accelerated filer� and �smaller reporting company� in Rule 12b-2 of the Exchange Act.
(Check one):
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Large accelerated filer  ¨ Accelerated filer  þ Non-accelerated filer  ¨ Smaller reporting company  ¨
(Do not check if a smaller reporting company)

Indicate by check mark whether the registrant is a shell company (as defined in Rule 12b-2 of the Act).    Yes  ¨    No  þ

As of April 30, 2009, the aggregate market value of the common stock of the registrant held by non-affiliates was approximately $471.9 million
based on the closing sale price as reported on the New York Stock Exchange.

There were 84,633,459 shares of the registrant�s common stock issued and outstanding as of the close of business on December 15, 2009.

DOCUMENTS INCORPORATED BY REFERENCE

As noted herein, the information called for by Part III is incorporated by reference to specified portions of the Registrant�s definitive proxy
statement to be filed in conjunction with the Registrant�s 2010 Annual Meeting of Stockholders, which is expected to be filed not later than
120 days after the Registrant�s fiscal year ended October 31, 2009.
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FORWARD LOOKING STATEMENTS

This report and certain information incorporated by reference herein contain forward-looking statements within the meaning of the Private
Securities Litigation Reform Act of 1995, Section 27A of the Securities Act of 1933, and Section 21E of the Securities Exchange Act of 1934.
These statements relate to future events or our future financial performance. In some cases, you can identify forward-looking statements by
terminology such as �may,� �should,� �expect,� �plan,� �intend,� �anticipate,� �believe,� �estimate,� �predict,� �potential,� or �continue,� the negative of such terms, or
comparable terminology.

Actual events or results may differ materially. In evaluating these statements, you should specifically consider various factors, including the
risks outlined in Item 1A-Risk Factors in this Annual Report on Form 10-K. These factors may cause our actual results to differ materially from
any forward-looking statement.

Although we believe that the expectations reflected in the forward-looking statements are reasonable, we cannot guarantee future results, events,
levels of activity, performance, or achievements. Moreover, neither we nor any other person assumes responsibility for the accuracy and
completeness of the forward-looking statements.

These statements relate to future events or our future financial performance, and involve known and unknown risks, uncertainties, and other
factors that may cause our actual results, levels of activity, performance, or achievements to be materially different from any future results,
levels of activity, performance, or achievements expressed or implied by these forward-looking statements. These risks and other factors include
those listed under Item 1A-Risk Factors in this Annual Report on Form 10-K, and elsewhere in this report. We are under no duty to update any
of the forward-looking statements after the date of this Annual Report on Form 10-K to conform such statements to actual results or to changes
in expectations.
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PART I

ITEM 1. BUSINESS
We are a global leader in secure electronic payment solutions. We provide expertise, solutions, and services that add value to the point of sale
with merchant-operated, consumer-facing, and self-service payment systems for the financial, retail, hospitality, petroleum, transportation,
government, and healthcare vertical markets. Since 1981, we have designed and marketed system solutions that facilitate the long-term shift
toward electronic payment transactions and away from cash and checks.

Our system solutions consist of point of sale electronic payment devices that run our proprietary and third-party operating systems, security and
encryption software, and certified payment software as well as other third-party value-added applications. Our system solutions are able to
process a wide range of payment types. They include signature and PIN-based debit cards, credit cards, contactless/radio frequency
identification (�RFID�) cards and tokens, Near Field Communication (�NFC�), enabled mobile phones, smart cards, pre-paid gift and other
stored-value cards, electronic bill payment, check authorization and conversion, signature capture, and electronic benefits transfer (�EBT�). Our
proprietary architecture was the first to enable multiple value-added applications, such as gift card and loyalty card programs, healthcare
insurance eligibility, and time and attendance tracking, to reside on the same system without requiring recertification when new applications are
added to the system. We are an industry leader in multi-application payment system deployments and we believe we have the largest selection of
certified value-added applications.

We design our system solutions to meet the demanding requirements of our direct and indirect customers. Our electronic payment systems are
available in several modular configurations, offering our customers flexibility to support a variety of connectivity options, including wireline and
wireless internet protocol (�IP�) technologies. We also offer our customers support for installed systems, consulting and project management
services for system deployment, and customization of integrated software solution.

Security has become a driving factor in our business as our customers endeavor to meet ever escalating governmental requirements related to the
prevention of identity theft as well as operating regulation safeguards issued by the credit and debit card associations, members of which include
Visa International (�Visa�), MasterCard Worldwide (�MasterCard�), American Express, Discover Financial Services, and JCB Co., Ltd. (�JCB�). In
September 2006, these card associations established the Payment Card Industry Security Standards Council (�PCI SSC�) to oversee and unify
industry standards in the areas of credit card data security, referred to as the PCI-PED standard which consists of PIN-entry device security
(�PED�) and the PCI Data Security Standard (�PCI-DSS�) for enterprise data security, and the Payment Application Data Security Standard
(�PA-DSS�) for payment application data security. We are a leader in providing systems and software solutions that meet these standards and have
upgraded or launched next generation system solutions that span our product portfolio ahead of mandated deadlines.

VeriFone recently led the development of the Secure Point of Sale (�POS�) Vendor Alliance (�SPVA�). The SPVA is a non-profit organization that
works with stakeholders in the payment value chain. The SPVA is open to participation from all POS vendors engaged in developing secure
payment systems, as well as other businesses that interact with these payment system vendors. To date, its membership consists of major
transaction acquirers, payment technology vendors, encryption vendors and other POS companies. The SPVA is currently focused on developing
standards for secure, end-to-end encryption systems and developing standards for the secure management of payment devices through their
lifecycle, from manufacturing, to deployment, to operation and repair and ultimately to removal from service. The standards will likely require
major upgrades to existing software and hardware infrastructure over time and will create opportunities for the secure remote management and
control of millions of deployed payment systems.

Our customers are primarily financial institutions, payment processors, petroleum companies, large retailers, government organizations, and
healthcare companies, as well as independent sales organizations (�ISO�). The
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functionality of our system solutions includes the capture of electronic payment data, certified transaction security, connectivity, compliance
with regulatory standards and the flexibility to execute a variety of payment and non-payment applications on a single system solution.

Company History

VeriFone, Inc., our principal operating subsidiary, was incorporated in 1981. Shortly afterward, we introduced the first check verification and
credit authorization device ever utilized by merchants in a commercial setting. In 1984, we introduced the first mass market electronic payment
system intended to replace manual credit card authorization devices for small merchants. VeriFone, Inc. became a publicly traded company in
1990 and was acquired by Hewlett-Packard Company (�HP�) in 1997. HP operated VeriFone, Inc. as a division until July 2001, when it sold
VeriFone, Inc. to Gores Technology Group, LLC, a privately held acquisition and investment management firm, in a transaction led by our Chief
Executive Officer, Douglas G. Bergeron. In July 2002, Mr. Bergeron and certain investment funds affiliated with GTCR Golder Rauner, LLC, or
GTCR, a private equity firm, led a recapitalization in which VeriFone Holdings, Inc. was organized as a holding company for VeriFone, Inc.,
and GTCR-affiliated funds became our majority stockholders. We completed our initial public offering on May 4, 2005. In June 2009, the
GTCR-affiliated funds ceased to be beneficial owners of 5% or more of our outstanding common stock.

On November 1, 2006, we acquired Lipman Electronic Engineering Ltd. (�Lipman�). Prior to the acquisition, Lipman, a provider of electronic
payment systems headquartered in Israel, developed, manufactured and marketed a variety of handheld, wireless and landline POS terminals,
electronic cash registers, retail ATM units, PIN pads and smart card readers, as well as integrated PIN and smart card solutions. In connection
with this acquisition, we issued 13,462,474 shares of our common stock and paid $347.4 million in cash in exchange for all the outstanding
ordinary shares of Lipman. All options to purchase Lipman ordinary shares were exchanged for options to purchase approximately 3.4 million
shares of our common stock. In addition, in accordance with the merger agreement, Lipman�s Board of Directors declared a special cash dividend
of $1.50 per Lipman ordinary share, or an aggregate amount of $40.4 million. This special cash dividend was paid prior to our acquisition of
Lipman. The aggregate purchase price for this acquisition was $799.3 million.

Our Industry

The electronic payment solutions industry encompasses systems, software, and services that enable the acceptance and processing of electronic
payments for goods and services and provide other value-added functionality at the point of sale. The electronic payment system is an important
part of the payment processing infrastructure. We believe that current industry trends, including the global shift toward electronic payment
transactions and away from cash and checks, the rapid penetration of electronic payments in emerging markets as those economies modernize,
the increasing proliferation of IP, connectivity and wireless communication, and an increasing focus on security to combat fraud and identity
theft, will continue to drive demand for electronic payment systems.

The electronic payment system serves as the interface between consumers and merchants at the point of sale and with the payment processing
infrastructure. It captures critical electronic payment data, secures the data through sophisticated encryption software and algorithms, and routes
the data across a range of payment networks for processing, authorization, and settlement. Payment networks include credit card networks, such
as Visa, MasterCard, and American Express, that route credit card and signature-based debit transactions, as well as electronic funds transfer
(�EFT�) networks, such as STAR, Interlink, and NYCE, that route PIN-based debit transactions. In a typical electronic payment transaction, the
electronic payment system first captures and secures consumer payment data from one of a variety of payment media, such as a credit or debit
card, smart card, or contactless/RFID card. Consumer payment data is then routed from the electronic payment system to the appropriate
payment processor and financial institution for authorization. Finally, the electronic payment system receives the authorization to complete the
transaction between the merchant and consumer.

5

Edgar Filing: VeriFone Holdings, Inc. - Form 10-K

Table of Contents 7



Table of Contents

Industry Trends

The major trend driving growth in the global payments industry has been the move towards electronic payment transactions and away from cash
and checks. This trend has been accelerated by the usage of credit and debit card based payments, especially PIN-based debit. Another key
driver is the growth in single application credit card solutions, which enable merchants to provide an efficient payment solution in
non-traditional settings such as the emergence of pay-at-the-table in restaurants, which is capitalizing on the development of wireless
communications infrastructure. The key geographic, technological, and regulatory drivers for this trend towards electronic payments are
discussed below.

Rapid Penetration of Electronic Payments in Emerging Markets

Certain regions, such as Eastern Europe, Latin America, and Asia, have lower rates of electronic payments and are experiencing rapid growth.
The adoption of electronic payments in these regions is driven primarily by economic growth, infrastructure development, support from
governments seeking to increase value-added tax (�VAT�) and sales tax collection, and the expanding presence of IP and wireless communication
networks.

IP Connectivity

Broadband connectivity provides faster transmission of transaction data at a lower cost than traditional dial up telephone connections, enabling
more advanced payment and other value-added applications at the point of sale. Major telecommunications carriers have expanded their
communications networks and lowered fees, which allows more merchants to utilize IP-based networks cost effectively. The faster processing
and lower costs associated with IP connectivity have opened new markets for electronic payment systems, including many that have been
primarily cash-only industries such as quick service restaurants (�QSRs�). New wireless electronic payment solutions are being developed to
increase transaction processing speed, throughput, and mobility at the point of sale, and offer significant security benefits by enabling consumers
to avoid relinquishing their payment cards. A portable device can be presented to consumers, for example, to pay-at-the-table in full-service
restaurants or to pay in other environments, such as outdoor arenas, pizza delivery, farmers� markets, and taxi cabs.

Growth of Wireless Communications

The development and increased use of wireless communications infrastructure are increasing demand for compact, easy-to-use, and reliable
wireless payment solutions. The flexibility, ease of installation, and mobility of wireless make this technology an attractive and often more
cost-effective alternative to traditional landline-based telecommunications.

The wireless communications industry has grown substantially in the United States and globally over the past twenty years. Cellular and
Wireless Fidelity (�Wi-Fi�) communications fully support secure IP-based payment transactions. The increased speed of wireless communications,
and ever-expanding coverage maps of standardized wireless data technologies such as General Packet Radio Service (�GPRS�), Bluetooth
connectivity and Code Division Multiple Access (�CDMA�) makes wireless telecommunications an attractive alternative to traditional
telecommunications.

Mobile technologies enable new applications for electronic payment transactions, including pay-at-the-table and pay-at-the-curb in restaurants,
as well as electronic card payments in environments that once required cash payments or more expensive off-line card acceptance. These include
delivery services, in-home services, taxi, and limousine credit and debit card acceptance. Mobile technologies also facilitate establishment of
unattended payment stations such as ticketing and vending kiosks.

Increasing Focus on Security to Minimize Fraud and Identity Theft

Industry security standards are constantly evolving, driving recertification and replacement of electronic payment systems, particularly in Europe
and the United States. In order to offer electronic payment systems that
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connect to payment networks, electronic payment system providers must certify their products and services with card associations, financial
institutions, and payment processors and comply with government and telecommunications company regulations. This certification process may
take up to twelve months to complete. See �Industry Standards and Government Regulations� for a more detailed description of these standards
and regulations.

Storage and handling of credit card data by retailers represents a constant threat of fraud and identity theft, creating tremendous risk of financial
and reputational losses.

The protection of cardholder data currently requires retailers to:

� Install only approved PIN-Entry Devices and replace any unapproved devices by 2010;

� Upgrade or modify processing systems to ensure ALL applications that capture, manage, transmit, or store cardholder information
within the enterprise are compliant with PCI-DSS and PA-DSS;

� Upgrade wired/wireless networking infrastructure to monitored high-security routers/switches/hubs;

� Make wholesale changes to password and other system access policies; and

� Undertake costly quarterly or annual security audits by approved third-party auditors.
The current industry-wide response to this threat is to set site security policies across all enterprise systems. This approach is difficult and costly
due to the complexity of most retail Information Technology (�IT�) environments, and is unlikely to guarantee protection against data breaches.
Furthermore, any system change, no matter how small, may be costly and time consuming to retailers as modification of any portion of POS
system usually requires end-to-end re-certification.

A PricewaterhouseCoopers research study recently commissioned by the PCI-SSC reviewed various security technologies such as �end-to-end
encryption�, �tokenization�, �virtual terminals� and �magnetic stripe imaging� to assess the potential to reduce the scope of PCI-DSS audits on
merchants and acquirers. Of these technologies, �end-to-end encryption� was identified as providing the highest reduction in audit scope and
highlighted for its potential to remove usable cardholder data for the POS and processing systems.

Contactless Payments and Mobile Phone Initiated Payments based on NFC

Payments initiated via Contactless RFID and NFC technology continue to grow in popularity with trials, pilots, or rollouts taking place in all
major geographies. Contactless payment credentials can be in the form of credit cards, key fobs, or other devices which use radio frequency
communications between the payment credential and the point of sale system. According to the Smartcard Alliance, domestically there are over
18 million RFID-imbedded cards now in circulation and over 51,000 retail locations now able to accept contactless payments. This contactless
acceptance infrastructure is not only capable of reading cards, key fobs, or token-based RFID payment media, but is also compatible with
payments initiated via mobile phones using NFC technology.

Unattended Self-Service Kiosks and Outdoor Payment Systems

The growth in EuroPay, MasterCard, and Visa (�EMV�) transactions that require consumers to enter a secret PIN code has had a trickle down
effect on all aspects of the payment acceptance infrastructure, including self-service market segments. Unattended applications such as
automated ticketing machines, self-order kiosks, bill payment, product vending, telephone calling card top up, and self-checkout applications
that historically relied on a simple magnetic stripe reader to process credit and debit payments now require complex and secure payment systems
to interact with the consumer safely and securely. Due to the dramatic increase in complexities involved in developing compliant, secure, and
certified payment solutions, most unattended and outdoor kiosk vendors have turned to traditional payment system vendors such as VeriFone to
provide easy to integrate and pre-certified payment modules to enable the future of electronic payments in these environments.
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Products and Services

Our System Solutions

Our system solutions are available in several distinctive modular configurations, offering our customers flexibility to support a variety of
consumer payment and connectivity options, including wireline and wireless IP technologies.

Countertop

Our countertop electronic payment systems accept magnetic, smart card, and contactless/RFID cards and support credit, debit, check, electronic
benefits transfer, and a full range of pre-paid products, including gift cards and loyalty programs. Our countertop solutions are available under
the Vx solutions and NURIT brands. These electronic payment systems incorporate high performance 32-bit Acorn RISC Machines (�ARM�)
microprocessors and have product line extensions targeted at the high-end countertop broadband and wireless solutions for financial retail,
multi-lane retail, hospitality, government, and health care market segments. We design our products in a modular fashion to offer a wide range
of options to our customers, including the ability to deploy new technologies at minimal cost as technology standards change. Our electronic
payment systems are easily integrated with a full range of optional external devices, including secure PIN pads, check imaging equipment,
barcode readers, contactless/RFID readers, and biometric devices. Our secure PIN pads support credit and debit transactions, as well as a wide
range of applications that are either built into electronic payment systems or connect to electronic cash registers (�ECRs�) and POS systems. In
addition, we offer an array of certified software applications and application libraries that enable our countertop systems and secure PIN pads to
interface with major ECR and POS systems.

Mobile/Wireless

We offer a line of wireless system solutions that support IP-based CDMA, GPRS, and Wi-Fi technologies for secure, �always on� connectivity. In
addition, we have added a Bluetooth communications solution to our portfolio of wireless payment systems. We expect that market opportunities
for wireless solutions will continue to be found in developing countries where wireless telecommunications networks are being deployed at a
much faster rate than wireline networks. We have leveraged our wireless system expertise to enter into new markets for electronic payment
solutions such as the emerging pay-at-the-table market solutions for full-service restaurants and systems for transportation and delivery segments
where merchants and consumers are demanding secure payment systems to reduce fraud and identity theft.

Consumer-activated

We offer a line of products specifically designed for consumer-activated functionality at the point of sale. These products include large,
easy-to-read displays, user-friendly interfaces, ECR interfaces, durable key pads, signature capture functionality, and other features that are
important to serving customers in a multi-lane retail environment. For example, our signature capture devices automatically store signatures and
transaction data for fast recall, and the signature image is time stamped for fraud prevention. Our consumer-activated system solutions also
enable merchants to display advertising, promotional content, loyalty program information, and electronic forms in order to market products and
services to consumers at the point of sale. We have extended our product portfolio to support these same features into the unattended market
segments such as parking, ticketing, vending machines, gas pumps, self-checkout, and QSR markets.

Contactless

We offer a variety of contactless/NFC payment solutions across multiple product lines, specifically designed for consumer-activated transactions
utilizing contactless cards, tokens, or NFC enabled mobile phones. These product solutions include integrated, modular, and stand alone
contactless readers for both indoor and outdoor payment system solutions. Our contactless payment solutions are certified in accordance with
industry standards
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maintained by EMVCo LLC and major card associations, including Visa, MasterCard, American Express and Discover Financial Services. In
addition, we have adapted several of these contactless payment systems to include acceptance of regional contactless card solutions required by
our customers.

Petroleum

Our family of products for petroleum companies consists of integrated electronic payment systems that combine card processing, fuel
dispensing, and ECR functions, as well as secure payment systems for integration with leading petroleum pump controllers and systems. These
products are designed to meet the needs of petroleum company operations, where rapid consumer turnaround, easy pump control, and accurate
record keeping are imperative. These products allow our petroleum company customers to manage fuel dispensing and control and enable �pay at
the pump� functionality, cashiering, store management, inventory management, and accounting for goods and services at the point of sale. They
are compatible with a wide range of fuel pumps, allowing retail petroleum outlets to integrate our systems easily at most locations. We have
recently expanded this suite of products to add a range of high security unattended devices and related software products targeted at integration
with the petroleum pumps in domestic and international markets.

Server-based

Our server-based transaction products enable merchants to integrate advanced payment functionality into PC-based and other retail systems
seamlessly. These products handle all of the business logic steps related to an electronic payment transaction (credit, debit, gift, and loyalty),
including collection of payment-related information from the consumer and merchant, and communication with payment processors for
authorization and settlement. Our products also enable the functionality of peripherals that connect to PC-based electronic payment systems,
including consumer-activated products such as secure PIN pads and signature capture devices. The PayWare software product line we acquired
from Trintech Group PLC in September 2006 has augmented our server-based, enterprise payment software solutions. The combined PayWare
suite of products now includes card acceptance/merchant acquiring solutions (PCCharge, Payware PC, Payware Merchant, Payware Transact),
POS Integration Software (Payware Link and Payware Link LE), Value Added Payment Solutions (Payware Gift and Payware Prepay) and Card
Management Systems for Issuers and Acquirers (Payware CMS).

Unattended and Self-Service Payments

We offer a line of secure payment hardware and software integration modules designed to enable self-service solutions such as vending
machines, ticketing kiosks, petroleum dispensers, public transportation turnstiles and buses, self-checkout, bill payment, and photo finishing
kiosks to securely begin accepting magnetic stripe, EMV chipcard and/or contactless/NFC payment schemes. Our solutions leverage our widely
adopted Vx and MX Solutions security architecture, developer tools and an extensive developer network enabling our global customer base to
leverage existing certified payment applications or easily provide customized solutions for unique unattended environments. Designed for both
indoor and outdoor use in harsh environments, these components are easily integrated with existing self-service solutions and are used to
securely segregate payment processing from the system of the host device.

Cardholder Data Security

We recently introduced a powerful and unique solution to protect sensitive consumer magnetic stripe data captured from credit and debit cards at
the point of sale. This solution, VeriShield Protect, encrypts consumer card data at the moment it is swiped, before it enters the retailer�s point of
sale system and maintains that protection until it is outside of the merchant�s infrastructure, effectively shielding the merchant from access to
detailed consumer data. VeriShield Protect employs proprietary technology designed to mask the encrypted data in a manner that does not
require changes to currently installed point of sales systems and applications, making adoption of this highly secure solution simple and cost
effective for merchants. VeriShield Protect aids retailers in achieving certification for data security standards set forth by the PCI SSC, also
adding an additional layer of
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protection not currently mandated by performing end-to-end encryption using proven secure Tamper Resistant Security Module (TRSM)
technology commonly used today to protect consumer PINs at ATMs and POS devices. VeriShield Protect is currently available on our Vx and
MX Solutions product lines.

Our Services

Client Services

We support our installed base by providing payment system consulting, deployment, on-site and telephone-based installation and training,
24-hour help desk support, repairs, replacement of impaired system solutions, asset tracking, and reporting. We provide a single source of
comprehensive management services providing support primarily for our own system solutions in most vertical markets. Our services address
many system configurations, including local area networks, leased-line, and dial-up environments. We also offer customized service programs
for specific vertical markets in addition to standardized service plans.

Customized Application Development

We provide specific project management services for large turn-key application implementations. Our project management services include all
phases of implementation, including customized software development, procurement, vendor coordination, site preparation, training, installation,
follow-on support, and legacy system disposal. We also offer customer education programs as well as consulting services regarding selection of
product and payment methodologies and strategies such as debit implementation. We believe that our client services are distinguished by our
ability to perform mass customizations for large customers quickly and efficiently.

Technology

We have developed the following core technologies that are essential to the creation, delivery, and management of our system solutions. We
believe these technologies are central to our leadership position in the electronic payment solutions industry.

Platform Architecture

Our secure, multi-tasking, multi-application platform architecture consists of an ARM System-on-Chip, our proprietary operating systems,
proprietary security system, multi-application support, and file authentication technology. The combination of these technologies provides an
innovative memory protection and separation scheme to ensure a robust and secure operating environment, enabling the download and execution
of multiple applications on an electronic payment system without the need for recertification.

Our operating environment and modular design provide a consistent and intuitive user interface for third-party applications as well as our own.
We believe our platform design enables our customers to deliver and manage multi-application payment systems in a timely, secure, and
cost-effective manner. We continue to enhance and extend the capabilities of our platform to meet the growing demands of our customers for
secure multi-application payment systems.

Our consumer-activated and unattended payment system solutions also incorporate a commercial Linux operating system that we have
customized to include security, application resources, and data communication capabilities required in these payment systems. The Linux
operating system was chosen for functionality, adaptability, and robustness as well as the readily available development tools for graphical user
interface and multi-media content applications.

Libraries and Development Tools

We believe that by delivering a broad portfolio of application libraries and development tools to our large community of internal and third-party
application developers, we are able to significantly reduce the time to
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obtain certification for our system solutions. We provide a set of application libraries, or programming modules such as smart card interfaces,
networking and wireless control protocol/internet protocol communications (�TCP/IP�) and secure socket layer (�SSL�) that have defined
programming interfaces, which facilitate the timely and consistent implementation of our multi-application system solutions. Further, we
maintain a high level of application compatibility across platforms, facilitating the migration of applications to future system solutions.

We also provide developer tool kits that contain industry standard visual development environments (C/C++) along with platform-specific
compilers and debuggers. We provide numerous support services for our application development communities, including Developer Training, a
dedicated developers� support team, and VeriFone DevNet, an online developers� portal that provides registered developers access to libraries,
tools, programming guides, and support. Our libraries, tool kits, training, and support systems facilitate the rapid growth in deployment of
third-party, value-added applications for our system solutions.

We believe that this growing portfolio of value-added applications increases the attractiveness of our solutions to global financial institutions
and payment processors. In the highly competitive transaction processing market, these institutions are looking for ways to differentiate their
solutions by adding additional services beyond credit and debit transaction processing. These value-added applications provide this
differentiation and also provide a way to increase merchant retention and revenue for these channels.

Application Framework

Our SoftPay application framework contains a comprehensive set of pre-certified software modules enabling rapid configuration and delivery of
merchant-ready applications for payment processors and financial institutions. We have configured SoftPay for use in a broad range of vertical
markets including retail, restaurants, lodging, and rental services. SoftPay supports our comprehensive range of wireline and wireless IP
communications options, including Ethernet, CDMA, GPRS, and Wi-Fi.

Remote Management System

Effective remote management is essential to cost effective deployment and maintenance of electronic payment systems. Our VeriCentre and
NURIT Control Center systems provide broad remote management functionality for our system solutions, including software downloads,
application management, remote diagnostics, and information reporting. In addition, we have developed a solution for managing the multi-media
content, signature capture/storage/retrieval, and device management of our multi-media capable, consumer-activated Mx product line. Our
management system licensees are responsible for the implementation, maintenance, and operation of the system. In certain markets and with
certain customers, we maintain and manage the system to provide remote management services directly to customers. In addition, message
management functionality allows financial institutions and payment processors to send customized text and graphics messages to any or all of
their Verix, NURIT, Secura, or Mx terminal based merchants, and receive pre-formatted responses.

Customers

Our customers include financial institutions, payment processors, petroleum companies, large retailers, government organizations, and
healthcare companies, as well as ISOs, which re-sell our system solutions to small merchants. In North America, for the fiscal year ended
October 31, 2009, approximately 37% of our sales were via ISOs, distributors, resellers, and system integrators, approximately 58% were direct
sales to petroleum companies, retailers, and government-sponsored payment processors, and the remainder were to non-government-sponsored
payment processors and financial institutions. Internationally, for the fiscal year ended October 31, 2009, approximately 34% of our sales were
via distributors, resellers, and system integrators and the remaining 66% were direct sales to financial institutions, payment processors, and
major retailers.
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The percentage of net revenues from our ten largest customers is as follows:

Fiscal Year Ended
October 31

2009 2008 2007
Percentage of net revenues from our ten largest customers 31.8% 32.9% 30.8% 

For the fiscal years ended October 31, 2009, 2008 and 2007, no one customer accounted for more than 10% of net revenues.

Sales and Marketing

Our North American sales teams are focused specifically on financial institutions, payment processors, third-party distributors, and value-added
resellers, and on specific vertical markets, such as petroleum, multi-lane retail, restaurants, bank branches, self-service kiosks, government, and
healthcare. Typically, each sales team includes a general manager or managing director, account representatives, business development
personnel, sales engineers, and customer service representatives with specific vertical market expertise. The sales teams are supported by client
services, manufacturing, and product development teams to deliver products and services that meet the needs of our diverse customer base.

Our marketing group is responsible for product management, account management, program marketing, and corporate communications. Our
product management group analyzes and identifies product and technology trends in the marketplace and works closely with our research and
development group to develop new products and enhancements. Our program marketing function promotes adoption of our branded solutions
through initiatives such as our Value-Added Partner (�VAP�) Program. Our corporate communications function coordinates key market messaging
across regions, including public relations and go-to-market product campaigns.

As of October 31, 2009, we had 342 sales and marketing employees, representing approximately 15% of our total workforce.

Our VAP Program provides a technical, operational, and marketing environment for third-party developers to leverage our distribution channels
to sell value-added applications and services. As of October 31, 2009, over 37 third-party developers, or partners, in our VAP Program have
provided solutions for pre-paid cards, gift cards, and loyalty cards and age verification services, among others. Through the program, merchants
obtain seamless access to value-added applications, allowing them to differentiate their offerings without a costly product development cycle.

Global Outsourcing and Manufacturing Operations

Prior to our Lipman acquisition in November 2006, we outsourced 100% of our product manufacturing to providers in the Electronic
Manufacturing Services (�EMS�) industry. This work was outsourced to Jabil Circuit, Inc., Sanmina-SCI Corporation, and Inventec Appliances
Corporation. We have enabled direct shipment capability for several product lines from our EMS providers to our customers in various countries
around the world. NURIT branded products that were acquired as part of our Lipman acquisition are built in VeriFone�s in-house manufacturing
facility located in Tel Aviv, Israel. We are currently in the process of outsourcing this in-house manufacturing to Sanmina-SCI Corporation and
expect that 100% of our product manufacturing will be outsourced following the transition of the manufacturing of our NURIT products to
Sanmina-SCI Corporation.

Competition

Our principal competitors in the market for electronic payment systems and services are Ingenico S.A. and Hypercom Corporation, the two other
large providers of payment systems. We also compete with First Data
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Corporation, Gemalto N.V., Gilbarco, Inc., a subsidiary of Danaher Corporation, International Business Machines Corporation, MICROS
Systems, Inc., NCR Corporation and Radiant Systems, Inc. We compete primarily on the basis of the following factors: trusted brand,
end-to-end system solutions, product certifications, value-added applications and advanced product features, advanced communications
modularity, reliability, supply chain scale/flexibility and low total cost of ownership.

We expect competition in our industry will be largely driven by the requirements to respond to increasingly complex technology, industry
certifications, and security standards. We also see continued emphasis on consolidation among suppliers as evidenced by the Ingenico
S.A./SAGEM Monetel merger and the acquisition by Hypercom of Thales e-Transactions, as the scale advantages related to research and
development investment, volume purchasing power, and sales/technical support infrastructure continue to put pressure on smaller companies in
our industry. In addition, First Data Corporation, a leading provider of payment processing services and one of our largest customers, has
developed and continues to develop a series of proprietary electronic payment systems for the U.S. market.

Research and Development

We work with our customers to develop system solutions that address existing and anticipated end-user needs. Our development activities are
distributed globally and managed primarily from the U.S. We utilize regional application development capabilities in locations where labor costs
are lower than in the United States and where regional expertise can be leveraged for our target markets in Asia, Europe, and Latin America. Our
regional application development centers provide customization and adaptation to meet the needs of customers in local markets. Our modular
designs enable us to customize existing systems in order to meet customer requirements, shorten development cycles and reduce time to market.

Our research and development goals include:

� developing new solutions, technologies, and applications;

� developing enhancements to existing product solutions, technologies and applications;

� certifications of new and existing solutions in accordance with industry standards and regulations; and

� ensuring compatibility and interoperability between our solutions and those of third parties.
Our research and development expenses were $65.1 million, $75.6 million and $65.4 million for the fiscal years ended October 31, 2009, 2008,
and 2007, respectively. Research and development expenses as a percentage of net revenues were 7.7%, 8.2%, and 7.2% for the fiscal years
ended October 31, 2009, 2008, and 2007, respectively. As of October 31, 2009, we had 816 research and development employees representing
approximately 36% of our total workforce.

Industry Standards and Government Regulations

In order to offer products that connect to payment networks, electronic payment system providers must certify their products and services with
card associations, financial institutions, and payment processors, as well as comply with government and telecommunications company
regulations.

We have gained an in-depth knowledge of certification requirements and processes by working closely with card associations, payment
processors, security organizations, and international regulatory organizations to certify our new products. We accelerate this certification process
by leveraging our platform architectures, user interface, and core technologies.

We employ a group of engineers who specialize in security design methodologies. This group is responsible for designing and integrating
security measures in our system solutions and conducts early design reviews with independent security lab consultants to ensure compliance of
our electronic payment system designs with worldwide security standards.
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Regulatory certifications are addressed by our compliance engineering department, which is staffed by electromagnetic compatibility (�EMC�)
safety, telecommunications, and wireless carrier certification experts.

We actively participate in electronic payment industry working groups that help develop market standards. Our personnel are members of
several working groups of the American National Standards Institute (�ANSI�), a private, non-profit organization that administrates and
coordinates voluntary standardization in the U.S. and the Industry Standards Organization which contains working groups responsible for
international security standards. They have leadership roles on subcommittees that develop standards in such areas as financial transactions, data
security, smart cards, and the petroleum industry.

We also are subject to other legal and regulatory requirements, including the European Union�s (�EU�) Restriction on Hazardous Substances
(�RoHS�) Directive and the European Union Directive on Waste Electrical and Electronic Equipment (�WEEE�), which are designed to restrict the
use of certain hazardous substances in finished goods and require active steps to promote recycling of components to limit the total quantity of
waste going to final disposal.

In March 2007, VeriFone achieved compliance with the �Administrative Measures on the Control of Pollution Caused by Electronic Information
Products,� commonly referred to as China RoHS regulations, as required by China�s Ministry of Information Industry. Similar to the EU RoHS
Directive, the China regulations restrict the importation into and production within China of electrical equipment containing certain hazardous
materials.

We believe we have taken all necessary steps to ensure all newly finished goods shipping into EU, China, and U.S. markets were fully compliant
with regional or country specific environmental legislation. We are also working diligently with local business representatives and/or customers
on the various local WEEE compliance strategies, including WEEE registration, collection, reporting and recycling schemes.

We are also subject to the following standards and requirements:

Security Standards

Industry and government security standards ensure the integrity of the electronic payment process and protect the privacy of consumers using
electronic payment systems. New standards are continually being adopted or proposed as a result of worldwide fraud prevention initiatives,
increasing the need for new security solutions and technologies. In order for us to remain compliant with the growing variety of international
requirements, we have developed a security architecture that incorporates physical, electronic, operating system, encryption, and
application-level security measures. This architecture has proven successful even in countries that have particularly stringent and specific
security requirements, such as Australia, Canada, Germany, the Netherlands, New Zealand, Singapore, Sweden, Switzerland and the United
Kingdom.

Card Association Standards

Payment Card Industry Security Standards. In September 2006, the PCI SSC was formed by American Express, Discover Financial Services,
JCB, MasterCard, and Visa. PCI SSC is responsible for developing and disseminating security specifications, validation of testing methods and
security assessor training. The five founding companies participate on the policy setting Executive Committee of the PCI SSC.

In September 2006, the PCI SSC published an updated version of the PCI-DSS that represents a common set of industry tools and measurements
to help ensure the safe handling of sensitive electronic transaction information. In October 2008, the PCI-DSS standard was updated and an
expiration date for the previous version of this standard was set. The PCI SSC also released an updated version of the newer PA-DSS standard
and set an expiration date for the original standard adopted in April 2008 by Visa under the Payment Application Best Practices (�PABP�)
program. The PCI-DSS and PA-DSS standard revisions include mandates and audit requirements for retailers, merchant acquirers, and payment
application developers.
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In September 2007, the PCI SSC announced that the PCI PED standard will be moved under the control of the PCI SSC. This PCI PED standard
was previously maintained and updated by Visa, MasterCard, and JCB. The PCI PED specification and testing requirements have become a
standard specification for the five card associations. All previous mandates and deadlines regarding PCI PED compliance will remain in effect
under the PCI SSC. Further alignment with regional and national debit networks and certification bodies may occur, which would enable
electronic payment system providers to certify payment technology more quickly and cost effectively. In practice, the PCI PED approval process
represents a significant increase in level of security and technical complexity for PIN Entry Devices. In April 2009, the PCI SSC announced the
expansion of the PCI PED requirements program to include two new types of devices, unattended payment terminals (�UPT�) and hardware
security modules (�HSM�).

EMV Standards. EMV has introduced new standards to address the growing need for transaction security and interoperability. One important
example is their establishment of EMVCo LLC, a smart card standards organization operated by American Express, MasterCard, Visa and JCB
that has prescribed specifications for electronic payment systems to receive certifications for smart card devices and applications. The EMV
standards are designed to ensure global smart card interoperability across all electronic payment systems. To ensure adherence to this standard,
specific certifications are required for all electronic payment systems and their application software. We maintain EMV certifications across our
applicable product lines.

Contactless System Standards. The major card associations have each established a brand around contactless payment. The brands and
specifications are PayPass® for MasterCard, Visa payWave® and Visa Wave® for Visa, ExpressPay® for American Express, and ZIP® for
Discover Financial Services , and J/speedy for JCB. Along with these brands, each of the card associations has developed its own specifications
governing its brand�s user experience, data management, the card-to-reader protocols and in at least one case the protocol between the contactless
reader and the host device. Each brand of contactless payment has a complete set of specifications, certification requirements and a very
controlled testing and approval process. In order to access the specification and approval process, payment system manufacturers must become
licensees of the relevant card association�s specification. Although all of the specifications are based on ISO-IEC 14443, a standard developed by
the International Organization for Standardization, the application approval processes are not compatible with one another. MasterCard has
assigned its PayPass® contactless implementation specifications to EMVCo LLC, which was the first step towards the creation of a common
specification and certification standard for contactless payment systems. The EMVCo LLC Contactless protocol testing process has also been
put in place. VeriFone actively participates in several standards bodies pursuing common standards for contactless payments, including INCITS
B10, EMVCo LLC, the Smart Card Alliance and the NFC Forum.

MasterCard PTS and TQM Standard. The MasterCard POS Terminal Security (�PTS�) Program addresses stability and security of IP
communications between IP-enabled POS terminals and the acquirer host system using authentication/encryption protocols approved by
MasterCard ensuring transaction data integrity. The purpose of this program is threefold:

� provide POS vendors with security guidelines to counter the threats presented by the use of Internet/IP technologies within the POS
terminal infrastructure;

� specifically address network vulnerabilities within the increasingly popular IP networks; and

� identify potential vulnerabilities of an end-to-end solution that may occur as a result of failing to provide confidentiality, integrity,
availability, authentication, non-repudiation, and replay attack prevention on the data being transmitted over the Internet.

We have successfully achieved Vx product-line and NURIT product-line compliance with the new MasterCard PTS security specification
regarding security of IP-based systems. The MasterCard PTS program approval applies to several IP-enabled products including the Vx 510, Vx
570, Vx 610, Vx 670, and Vx 810 as well as the NURIT 8000, NURIT 8210, and NURIT 8400 payment systems. We are the first terminal
vendor to achieve such a distinction across an entire product line.
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The MasterCard Terminal Quality Management (�TQM�) program was created in 2003 to �help ensure the quality and reliability of EMV
compliant terminals worldwide.� MasterCard�s TQM program validates the entire lifecycle of the product, from design to manufacturing and
deployment. This is a hardware quality management program, on top of the EMV Level 1 certification. It mainly involves the review and audit
of the vendor�s process in the different phases of implementation, manufacturing, and distribution. At the end of the process, the product is given
a quality label. MasterCard has mandated the quality label to all their member banks and has made it a pre-requisite for their Terminal
Integration Process (�TIP�) since December 2003. We maintain TQM approval across all EMV Level 1 approved products deployed with EMV
applications. The TQM program is now extended to Contactless payment systems and is a requirement for achieving a full PayPass Approval
with MasterCard.

Payment Processor/Financial Institution Requirements

U.S. payment processors have two types of certification levels, Class A and Class B. Class B certification ensures that an electronic payment
system adheres to the payment processor�s basic functional and network requirements. Class A certification adds another stipulation that the
processor actively supports the electronic payment system on its internal help desk systems. Attainment of Class A certification, which may take
up to twelve months, requires working with each payment processor to pass extensive functional and end-user testing and to establish the help
desk related infrastructure necessary to provide Class A support. Attaining Class A certifications increases the number of payment processors
that may actively sell and deploy a particular electronic payment system. We have significant experience in attaining these critical payment
processor certifications and have a large portfolio of Class A certifications with major U.S. processors. In addition, several international
financial institutions and payment processors have certification requirements that electronic payment systems must comply with in order to
process transactions on their specific networks. We have significant direct experience and, through our international distributors, indirect
experience in attaining these required certifications across the broad range of system solutions that we offer to our international customers.

Telecommunications Regulatory Authority and Carrier Requirements

Our products must comply with government regulations, including those imposed by the Federal Communications Commission and similar
telecommunications authorities worldwide regarding emissions, radiation, safety, and connections with telephone lines and radio networks. Our
products must also comply with recommendations of quasi-regulatory authorities and of standards-setting committees. Our electronic payment
systems have been certified as compliant with a large number of national requirements, including those of the Federal Communications
Commission and Underwriters Laboratory in the U.S. and similar local requirements in other countries.

In addition to national requirements for telecommunications systems, wireless network service providers mandate certain standards with which
all connected devices and systems must comply in order to operate on these networks. Many wireless network carriers have their own
certification process for devices to be activated and used on their networks. Our wireless electronic payment systems have been certified by
leading wireless carrier networks around the world.

Proprietary Rights

We rely primarily on copyrights, trademarks, patent filings, and trade secret laws to establish and maintain our proprietary rights in our
technology and products. VeriFone maintains a patent incentive program and patent committee, which encourages and rewards employees to
present inventions for patent application and filings.

As of October 31, 2009, we held 33 patents and have 37 patent applications filed with various patent offices in several countries throughout the
world, including the United States, Canada, the United Kingdom, the European Union, China, Israel, India, Australia, Japan, Germany, France,
Ireland, Hong Kong and South Africa.
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As of October 31, 2009, we held trademark registration in approximately 30 countries for VERIFONE and in approximately 40 countries for
VERIFONE including our ribbon logo. We currently hold trademark registration in the United States and a variety of other countries for our
product names and other marks.

We generally have not registered copyrights in our software and other written works. Instead, we have relied upon common law copyright,
customer license agreements, and other forms of protection. We use non-disclosure agreements and license agreements to protect software and
other written materials as copyrighted and/or trade secrets.

In the U.S. and other countries, prior to 2001, our predecessor held patents relating to a variety of POS and related inventions, which expire in
accordance with the applicable law in the country where filed. In 2001, as part of the divestiture of VeriFone, Inc. from HP, VeriFone, Inc. and
HP entered into a technology agreement whereby HP retained ownership of most of the patents owned or applied for by VeriFone prior to the
date of divestiture. The technology agreement grants VeriFone a perpetual, non-exclusive license to use any of the patented technology retained
by HP at no charge. In addition, we hold a non-exclusive license to patents held by NCR Corporation related to signature capture in electronic
payment systems. This license expires in 2011, along with the underlying patents.

Segment and Geographical Information

For an analysis of financial information about geographic areas as well as our segments, see �Item 7 � Management�s Discussion and Analysis of
Financial Condition and Results of Operations � Segment Information� and Note 15. �Segment and Geographic Information� of the Notes to
Consolidated Financial Statements included herein.

Employees

As of October 31, 2009, we have 2,249 employees worldwide. None of our employees is represented by a labor union agreement or collective
bargaining agreement. We have not experienced any work stoppages and we believe that our employee relations are good.

Executive Officers

The executive officers of VeriFone and their ages as of December 22, 2009 are as follows:

Name Age Position
Douglas Bergeron 49 Chief Executive Officer
Robert Dykes 60 Senior Vice President and Chief Financial Officer
Elmore Waller 60 Executive Vice President, Integrated Solutions
Jeff Dumbrell 40 Executive Vice President
Eliezer Yanay 49 President of VeriFone Israel & Managing Director of Middle East
Douglas G. Bergeron. Mr. Bergeron has served as Chief Executive Officer and a director of VeriFone Holdings, Inc. since its formation in July
2002 and of VeriFone, Inc. since July 2001. From December 2000 to June 2002, Mr. Bergeron was Group President of Gores Technology Group
and, from April 1999 to October 2000 served as President and Chief Executive Officer of Geac Computer Corporation. From 1990 to 1999,
Mr. Bergeron served in a variety of executive management positions at SunGard Data Systems Inc., including Group CEO of SunGard
Brokerage Systems Group and President of SunGard Futures Systems. Mr. Bergeron holds a Bachelor of Arts degree (with Honors) in computer
science from York University in Toronto, Canada, and a Masters of Science degree from the University of Southern California. Mr. Bergeron
also serves on the board of directors of Merriman Curhan Ford Group, Inc., a financial services holding company, and is a member of the Listed
Company Advisory Committee of the NYSE Euronext (the �NYSE�).
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Robert Dykes. Mr. Dykes has served as Senior Vice President since September 2, 2008 and as Chief Financial Officer since September 9, 2008.
Prior to joining VeriFone, Mr. Dykes was Chairman and CEO of NebuAd Inc., a provider of targeted online advertising networks. Before
joining NebuAd, from January 2005 to March 2007, Mr. Dykes was Executive Vice President, Business Operations and Chief Financial Officer
of Juniper Networks, Inc., a provider of network infrastructure to global service providers, enterprises, governments and research and
educational institutions. From February 1997 to December 2004, Mr. Dykes was Chief Financial Officer and President, Systems Group, of
Flextronics International Ltd., a provider of design and electronics manufacturing services to original equipment manufacturers. From October
1988 to February 1997, Mr. Dykes was Executive Vice President, Worldwide Operations and Chief Financial Officer of Symantec Corporation,
a provider of software and services that address risks to information security, availability, compliance, and information technology systems
performance. Mr. Dykes also held Chief Financial Officer roles at industrial robots manufacturer Adept Technology and senior financial
management positions at Ford Motor Company and at disc drive controller manufacturer Xebec. Mr. Dykes holds a Bachelor of Commerce in
Administration degree from Victoria University, Wellington, New Zealand.

Elmore Waller. Mr. Waller has served as Executive Vice President, Integrated Solutions since December 2004 and, since joining VeriFone in
1986, has served in a number of leadership positions including Senior Vice President and General Manager of the Worldwide Petro Division.
Prior to working at VeriFone, Mr. Waller worked for 11 years at General Electric Company, serving in several financial management positions.
Mr. Waller holds an M.B.A. from Syracuse University.

Jeff Dumbrell. Mr. Dumbrell joined VeriFone in July 2002 where he served in various senior-level management roles within the company, most
recently as Executive Vice President responsible for managing VeriFone�s growth initiatives in the United States, Canada, Northern Europe,
Middle East and Africa. From December 2000 to July 2002, Mr. Dumbrell was Executive Director of Sales for B3 Corporation and he was
National Sales Manager for BankServ from October 1999 to December 2000. Previously, Mr. Dumbrell was Western Regional Manager for The
Quaker Oats Company where he had sales responsibility for managing Tier 1 retail customers. Mr. Dumbrell holds a M.B.A. from The
University of San Francisco and a Bachelor of Science in Marketing from Clemson University.

Eliezer Yanay. Mr. Yanay serves as President of VeriFone Israel and Executive Vice President, Continental Europe, South East Europe and Asia
and is responsible for VeriFone�s operations and manufacturing in Israel, as well as business development, sales and marketing in Continental
Europe, South East Europe and Asia. From November 2006 to March 2009, Mr. Yanay served as President of VeriFone Israel and Managi
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